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Agenda

Overview of  Security Enhancements Included 
in the 2018/2019 Budget Presentation

Overview of  Security Enhancements 
Included in the Bond Project

Additional Security Enhancements to be 
Considered in the 2018/2019 Budget



2018/2019 Budget Security Enhancements
FlySense Bullying & Vaping Application
 High School Installation (Bathrooms): $21,000
 Middle School Installation (Bathrooms): $44,000

Elementary & Middle School Intercom System Replacement $11,800

Replacement of  Existing Analog Cameras $25,000

Hand-Held Radios (Replacement & Additional Equipment) $7,500



Security Enhancements Included in the Bond Project
Security Camera System Upgrades

Installation of  IP Cameras & DVR’s (All Buildings)

Notification & Communication System Upgrades
Lock-Down LED Strobe Light Notification System (All Buildings)
Push Button Notification Stations (All Buildings)
Automated Emergency Announcements (All Buildings)

Upgraded Staff  Card Access System (All Buildings)



Additional Security Enhancements Recommendations
Implement a District-Wide Anonymous Two-Way Reporting Application

 Students and/or Parents who “See Something, Can Do Something”
 Mobile & web-based multilingual reporting application
 Two-way reporting/communication platform to anonymously 

report safety and security concerns
 Allows for a school official to directly communicate with the 

individual making the report  
 Users are prompted with emergency and mental health 

hotlines/resources
 Alerts would be monitored during the school day from the 

hours of  7:00am - 7:00pm (Monday – Friday) 



Additional Security Enhancements Recommendations
Expand the Use of  the GoGuardian Internet Filtering Software 
 Actively monitors student ChromeBook internet activity on and off  campus 
 Alerts are automatically generated to capture explicit and self-harm internet activity
 Policies are set to determine the range of  activity that will generate an alert
 Administrators are sent an email alert containing a summary of  the potentially 

harmful activity including: 
- a screenshot of  the internet activity that triggered the alert 
- prior and subsequent internet activity

 Emergency and mental health 
hotlines/resources generated for students   



Additional Security Enhancements Recommendations
Establish a Security Command Center

Central monitoring location:
- building-level camera systems
- district-wide communication systems
- ScholarChip Visitor Management System
- 911 emergency calls placed within the district
- ADAS Communications with NCPD
- GoGuardian & Anonymous Alerts

Staffing:
- Security Guard 3:30 pm until 11:30 pm
- Monday thru Friday & Weekends
- District-Wide Roaming Security Guard
- Provides coverage after hours & weekends



Additional Security Enhancements Recommendations
Main Entrance Vestibules – District-Wide
 Provides schools with an additional layer of  perimeter security
 Intercom system, cameras, bullet-proof  glass and pass-through drawers used to 

safely verify each visitor’s identity and purpose of  visit before granting access
 Eliminates the potential of  unauthorized visitors from gaining entry to the 

building without communicating with the 
greeter/security guard

 Vestibules are open and monitored upon 
arrival of  students

 Once classes begin, the vestibule becomes
operational throughout the school day



Additional Security Enhancements Recommendations
Classroom Emergency Reporting & Desktop Alerts

 Enables staff  to call a lock-down from any location within the building
 Ties into existing security systems to automate lock-down procedures 

(Report emergency to NCPD, alert staff  & students, enable lock-down strobes, 
disable door access, etc.) 

 Desktop alerts provide staff  & students with nature 
of  emergency and the procedures to follow

 Alerts broadcasted over existing classroom 
technology: 

desktop computers, smartboards & 
mobile devices



Additional Security Enhancements Recommendations
Implement ScholarChip Smart ID Card System

 Monitors high school students leaving the campus during the school day
(Grades 11&12 - Off-Campus Privileges)

 Implement ScholarChip Smart ID’s for students (Grades 9-12)
 Nightly export from Infinite Campus to accurately reflect students with permission to 

to leave campus 
 Students scan out of  the building and then 

back into the building to gain entry
 Creates one point of  entry for students during

the school day
 Eliminates the need to “buzz” students in at the

main entrance



Estimated Costs of  Additional Security Enhancements

Anonymous Two-Way Reporting Application $8,600

GoGuardian Filtering & Alert System $0

Security Command Center

Equipment Purchase & Installation $29,000
Full-Time Security Guard (M-F) $39,500
Part-Time Security Guard (Weekends) $16,000
Installation of  Additional Exterior Cameras $39,000



Estimated Costs of  Additional Security Enhancements
Vestibule Construction $1,600,000

Old Bethpage Elementary School: $365,000
Judy Jacobs Parkway Elementary School: $309,000
Pasadena Elementary School: $309,000
Stratford Road Elementary School: $164,000
Howard B. Mattlin Middle School: $240,000
Plainview-Old Bethpage Middle School: $118,000
John F. Kennedy High School: $95,000

Smart Button App & Desktop Alerts for Staff $30,000

ScholarChip Student ID System $20,000



Questions or Concerns?
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